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VIDEOSORVEGLIANZA
SEDE LEGALE E BIGLIETTERIA

INFORMATIVA 
SUL TRATTAMENTO DEI DATI PERSONALI
resa ai sensi dell’art. 13 del Regolamento (UE) 2016/679
Ai sensi del Regolamento (UE) 2016/679 (di seguito, “GDPR”), che stabilisce norme relative alla protezione delle persone fisiche con riguardo al trattamento dei dati personali, e in particolare degli artt. 12 e 13, l’A.T.A.F. S.P.A, quale Titolare del trattamento, fornisce le seguenti informazioni relative agli impianti di videosorveglianza installati presso la propria sede legale (Via Motta della Regina n. 75 – Foggia) e la Biglietteria (ubicata presso il Terminal intermodale, Piazzale On.le Vincenzo Russo – Foggia).
1. IDENTITÀ E DATI DI CONTATTO DEL TITOLARE DEL TRATTAMENTO
Il “Titolare” del trattamento è l’A.T.A.F. S.P.A. (di seguito, “ATAF”), con sede legale in Foggia (71121) alla Via Motta della Regina n. 75, tel. 0881753611, e-mail info@ataf.fg.it, indirizzo di posta elettronica certificata ataf@cert.comune.foggia.it.
2. DATI DI CONTATTO DEL RESPONSABILE DELLA PROTEZIONE DEI DATI
L’ATAF ha designato ai sensi dell’art. 37 del GDPR il Responsabile della protezione dei dati (RPD) i cui dati di contatto sono i seguenti: tel. 3470001010, e-mail studiolegale@cantarone.it indirizzo di posta elettronica certificata bruno.cantarone@pec.ordineavvocatitrani.it.
3. CATEGORIE DI DATI TRATTATI
In entrambi i siti aziendali è installato un impianto di videosorveglianza che acquisisce e memorizza in continuo le immagini riprese dalle telecamere.
Le presenza delle telecamere è segnalata da appositi pittogrammi (informative semplificate), posizionate sia all'esterno (in prossimità del varco di accesso), sia all’interno dei rispettivi immobili aziendali.
Per le finalità descritte al paragrafo 4 sono trattate le immagini (fisse e video) delle persone che entrano nel campo di ripresa delle telecamere.
4. FINALITÀ E BASE GIURIDICA DEL TRATTAMENTO
Le finalità perseguite con l’impiego della videosorveglianza installata presso i siti aziendali specificati in premessa sono, in particolare, le seguenti:
· esigenze organizzative e produttive, di sicurezza dei luoghi di lavoro;
· tutela della sicurezza delle persone (dipendenti Ataf e utenti);
· tutela del patrimonio aziendale contro atti vandalici, furti e danneggiamenti; 
· rilevazione e prevenzione di reati e comportamenti fraudolenti posti in essere da terzi o dal personale.
La base giuridica del trattamento di dati personali è pertanto costituita dal legittimo interesse del Titolare, ai sensi dell’art. 6, par. 1, lett. f), del GDPR.
5. FONTE DA CUI HANNO ORIGINE I DATI TRATTATI
I dati personali trattati per le finalità sopra descritte al paragrafo 4 vengono raccolti presso l’Interessato.
6. OBBLIGATORIETÀ DEL CONFERIMENTO DEI DATI E CONSEGUENZE DELL’EVENTUALE RIFIUTO 
I dati personali necessari per le finalità sopra illustrate al paragrafo 4 vengono automaticamente raccolti a partire dal momento in cui l’Interessato entra nelle zone sottoposte a videosorveglianza.
Il conferimento di tali dati è pertanto obbligatorio: senza il conferimento dei dati, l’Interessato non potrà accedere alle sedi aziendali.
7. MODALITÀ DEL TRATTAMENTO
I dati personali sono trattati con strumenti informatici e telematici, con adozione di misure tecniche e organizzative adeguate per garantire la sicurezza e la riservatezza dei dati.
In particolare, il trattamento delle immagini acquisite da ciascun impianto di videosorveglianza avviene mediante registrazione delle stesse ed eventuale rilevazione successiva presso la sede legale di Ataf (anche per estrarre immagini o filmati significativi), in caso di:
· richiesta formale da parte delle Forze di Polizia o dell’Autorità Giudiziaria;
· segnalazione di fatti illeciti o concernenti ipotesi di reato;
· richieste finalizzate alla tutela giudiziaria di diritti;
· eventi comunque ricadenti nelle finalità del trattamento.
La registrazione digitale dei dati personali raccolti dagli impianti di videosorveglianza sopra indicati viene effettuata tramite dispositivi installati in loco ed adeguatamente protetti per prevenire accessi di terzi non autorizzati.
I dati personali raccolti possono essere trattati solo dal personale dipendente che, specificatamente autorizzato per iscritto dal Titolare del trattamento, agisce sotto la sua diretta autorità ricevendo le necessarie istruzioni.
8. CATEGORIE DI DESTINATARI DEI DATI PERSONALI
I dati personali raccolti non vengono in alcun modo diffusi e possono essere comunicati dal Titolare, qualora espressamente richiesti, alle Forze di Polizia ed all’Autorità Giudiziaria, nonché ad Imprese di assicurazione (per la tutela dei diritti e la gestione di richieste di risarcimento danni).
Dietro specifica e motivata richiesta e solo in caso di stretta necessità, i dati raccolti potranno essere eventualmente comunicati anche ai soggetti esterni la cui facoltà di accesso ai dati è riconosciuta da disposizioni di legge, normativa secondaria o comunitaria.
9. TRASFERIMENTO DI DATI
Il Titolare del trattamento non trasferirà i dati personali verso Paesi terzi non appartenenti allo Spazio Economico Europeo o verso organizzazioni internazionali.
10. PERIODO DI CONSERVAZIONE
I dati personali raccolti saranno conservati ordinariamente, per 72 ore; decorso tale termine (in assenza di segnalazioni), i dati vengono automaticamente cancellati mediante sovrascrittura.
Immagini e filmati significativi in relazione ad indagini in corso o connessi all’esercizio di un diritto in sede giudiziaria potranno essere estratti e conservati per un periodo superiore, in caso di segnalazione:
· di reati (fino a due anni, ovvero fino alla chiusura delle indagini preliminari);
· di sinistri soggetti a Responsabilità Civile (fino a cinque anni, salvo contenzioso giudiziario nel qual caso i dati saranno conservati fino al passaggio in giudicato della sentenza per tutti i gradi di giudizio previsti dall’ordinamento giudiziario)
· di esercizio di un diritto in sede giudiziaria (fino alla definitiva chiusura del procedimento).
11. DIRITTI DELL’INTERESSATO
[bookmark: _Hlk213837494]Sono garantiti all’Interessato (la persona fisica alla quale appartengono i dati trattati da ATAF) tutti i seguenti diritti sanciti, rispettivamente, dagli artt. 15, 16, 17, 18, 20, 21 e 22 del GDPR, ed esercitabili sui dati personali che lo riguardano, mediante richiesta scritta da inviare ad ATAF:
· [bookmark: _GoBack]diritto di accesso ai dati ed a tutte le informazioni sui relativi trattamenti effettuati;
· diritto di rettifica dei dati inesatti ed alla integrazione di quelli incompleti (solo laddove ciò sia effettivamente possibile in considerazione della natura intrinseca dei dati raccolti, trattandosi di immagini raccolte in tempo reale riguardanti un fatto obiettivo);
· diritto di cancellazione dei dati (“diritto all’oblio”);
· diritto di limitazione del trattamento (quando ricorre una delle ipotesi previste dall’art. 18);
· diritto alla portabilità dei dati (nei casi stabiliti dall’art. 20);
· diritto di opposizione (nei casi stabiliti dall’art. 21);
· diritto di non essere sottoposto ad una decisione basata unicamente su trattamento automatizzato.
Ai sensi dell’art. 77 del GDPR l’Interessato ha altresì diritto di proporre reclamo all’autorità di controllo nazionale (www.garanteprivacy.it).
12.	PROCESSO DECISIONALE AUTOMATIZZATO
Il Titolare del trattamento non adotta alcun processo decisionale automatizzato.
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